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Introduction: * dadia
Recent years have witnessed Ld @l yghis )_x;Y\ < M\m
developments having considerable ‘._.Qt_.d\ tl_laﬂ\ e B S CllSai)
effects on the financial sector, (o Al g Alald Ta gea izl Al
including comprehensive and eladll g J) Yl Jee dm8lSa Jlas
coordinated efforts concerning LQ—' Lasd g0 la YY) Ja gad SUali &f—
combating money laundry and ASlaall :\-“)SA L@—?ﬁ‘ g;-m Q\Jﬁl—}d‘
eliminating the activities of terrorist ‘l’b)—)‘m :\-‘B:‘—““ :\:‘JJ’L“J‘ :\—‘-‘)’d‘

financing; hereunder are the initiatives Amy )i Hulad Ciaad il 5 4] sl

adopted by the Saudi government in 1Al aly
response to international developments
which included legislative and

procedural measures:

. Saudi Arabia is a participant member L) g )l Ay jal) A Slaal) & LA
of Financial Action Task Forces ‘EQL—QJ\ Janll (3, vy g 2S
(FATF) as a member of Gulf oalae 4 e JOA (4 (FATF)
Cotransaction Council (GCC), and Gile Laial i @-‘hﬂ CJJL’L“‘
attends the relevant meetings . e&‘:‘-’t-‘ Lé:‘)ﬂ‘ A%

regularly.

- Saudi Arabia is a participant member :\:’3)"“‘-}‘ 3\_).1)*]\ A Slaall ‘ﬁjm
of Middle East -North Africa MENA el Jeall 58 (8 S
Lt )8l Jladig o g¥) (3,010
a3 (MENA  FATF)
Uiy 3 dll 13 cilelaial

(FATF), and attends the relevant

meetings regularly.

- The kingdom of Saudi Arabia ratified Lid 4 dla) e 4Slaall cdala
Vienna convention of 1988 BYNS ENNREV LN PR R PV INEY
concerning the combat of illegal Gl igall g Gl a3l & e o il
trade of Narcotic drugs and mental . US’J‘
influencers.
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- The kingdom of Saudi Arabia ratified
The Arabian Anti-Terrorism

Convention of 1988.

- The kingdom of Saudi Arabia ratified
The Islamic Conference
Organization Anti-Terrorism Treaty
of 1999.

- The kingdom of Saudi Arabia
implemented the requirements of
Security Council resolutions no.
(1267-1333-1368-1373-1390-1455-
1456) concerning the combat of
financing terrorist activities.

- The kingdom of Saudi Arabia ratified
The International Convention of
Terrorist Financing Suppression
(Security Council resolution no.
1373)

- The kingdom of Saudi Arabia has
enacted the Anti-Money Laundry
Law under Royal decree no. M/39
dated 25/6/1424 H, enacting the
executive bylaw thereof, as
pursuant to this regulation; the
Saudi Arabian Financial Intelligence
Unit (SAFIU) has been associated.

Financial Intelligence Unit.

Financial Intelligence Unit has been

associated to be responsible for
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receiving & analyzing reports and
preparing reports of suspicious
transactions in all financial and non-
financial organizations. The executive
bylaw of article 11 of anti-Money
Laundry Law included the assignments

thereof as follows:

A. Receiving reports coming from
financial and non-financial
organizations, other governmental
authorities and individuals,
concerning transactions suspected
to be money laundry crimes.

B. Developing a database provided
with all reports and data of money
laundry, updating this database
periodically, preserving its
confidentiality and providing its
access to relevant authorities.

C. Requesting and exchanging data
with relevant authorities; taking
necessary measures of anti-money
laundry.

D. Requesting and exchanging data
with other financial intelligence
units, concerning anti-money

laundry.
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Preparing forms used for informing
financial and non-financial
organizations, of the transactions
suspected to be money laundry,
including helpful data for
information collection, analysis,
investigation, registry in database
and processing updates if
necessary.

Collecting & Analyzing data about
the reports of transactions
suspected to be money laundry;
and the unit may seek assistance
from the experts and the

specialists of relevant authorities.

Financial Intelligence Unit will do
field investigation and search, as it
may request the same from the
security authorities of investigation
and search in MOI sectors. When
there is enough evidence that
reported transactions are related
to money laundry, they will be
referred to relevant investigation
authorities; preparing a detailed
report about the evidenced crime,

committers thereof, and evidence
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reality; attaching relevant
information, and documentary.
H. Requesting Investigation &
Prosecution Authority to do
reservation hold of funds,
properties and media related to

money laundry crime.

l. Handling the reports analyzed and
proved to have no evidence or
suspicion of committing any
actions stated in article 2 of the
law.

J. Coordinating with the authorities
controlling financial and non-
financial organizations to procure
sufficient media to assure their
compliance with laws, bylaws and
regulations enacted for combating
money laundry.

K. Participating in the preparation of
awareness programs about anti-
money laundry, coordinating with
the permanent committee of anti-
money laundry.

L. Submitting necessary recommend-
ations of the difficulties and the
suggestions about anti-money
laundry; to the permanent

committee of anti-money laundry.
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M. Financial Intelligence Unit may enter
into Memoranda of understanding
with other financial intelligence units
pursuant to applicable regulations
and procedures.

Guidebook Objective :

- Providing Instruments for helping
both financial and non - financial
organizations to combat money
laundry and terrorist financing.

- Complying with the contents of Anti-
Money Laundry law agreed upon
under Board of Ministers resolution
no. 167 dated 20/6/1424 H,
certified by Royal decree no. M/39
dated 25/6/1424 H; and the
executive bylaw thereof enacted
under Minister of Interior Royal
circular no. 19/46391/2SH dated
1/8/1426 H.

- Highlighting the role of Financial
Intelligence Unit as a national
database centre to receive, analyze
and issue reports about suspicious
transactions related to the combat of
money laundry and terrorist financing.

- Enlightening the employees of both
financial & non-financial organizations,
concerning the combat of money

laundry and terrorist financing.
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Money Laundry :

Committing or starting any act,
intending to conceal or manipulate the
original reality of any funds acquired in
violation to legislation or regulation
and making them seem to be originally
legal. This action is an attempt to
confer legality to funds made of
criminal or illegal activities, according
the content of article (2/3) of the
executive bylaw of Anti-Money Laundry
Law; which considered terrorist
financing and terrorism acts within the
crime of money laundry, even if such
funds were made of legal sources.

Phases of Money Laundry :

1) Deposit
2) Coverage

3) Amalgamation

1) Deposit

Deposit process includes actual entry
of cash money

or illegally obtained funds to financial
and non-financial organizations. This
process is done through cash deposits
and the purchase of financial
instruments in cash; using foreign
currency exchange, via financial

securities brokers, insurances, and the
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purchase of jewelry and fine metals,
real-estates, vehicles and other

commodities.

2) Coverage

In this process, the suspect seeks to
separate fund from their source
through a number of complicated
transactions, including purchases and
cancellations or early assignment of
annual revenues during the transition
period which seems beyond control, or
loans guaranteed by other loans or
remittances or forfeited credit letters,
or investment plans, or false trade, or
the placement of a big deposit
composed of smaller deposits in
various places, aiming at delaying audit
and causing difficulty in tracking the
revenues of illegal activities by the
official implementing the law.

3) Amalgamation

In amalgamation phase, a seemingly
legal explanation is provided for the
wealth of the suspected of money
laundry. This is done through various
programs like purchasing assets,
commodities, securities, nominal

companies working as an interface
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thereof, legally protected companies,
securities investments or technical
works, etc.; that is in a way allowing
refunding as if the funds were legal
earnings; then becoming a part of
other regulatory funds within economy,
so it becomes hard to distinguish
between legal funds and illegal funds.

Terrorist Financing :

Terrorist financing, acts of terrorism
and terrorist organizations are money
laundry crimes pursuant to the content
of anti-money laundry law, even if
terrorist finance is done by legal funds.
Anti-money laundry law and its
executive bylaw obligated financial and
non-financial organizations to report to
financial intelligence unit any
information related to the involvement
of any person or trading establishment
providing or collecting money directly

or indirectly for illegal purposes.

Methods & Trends of Money

Laundry and Terrorist Financing:

Money Laundry is done through
different methods including
segmentation of large amounts to
smallers ones to be deposited or used

for purchases; or using this methods in
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the transactions of shares and
securities trading or insurance
transactions without any suspicion.
Money launderers also commonly use
electronic transactions, besides
remittances, the purchase of cash
instruments (such as banking checks
and travelers checks), ATM deposits, or
depositing funds via false companies.
The task of money launderer becomes
easier when he receives the voluntary
or involuntary assistance of employees
in financial and non-financial
organizations. Supervision and control
authorities including, (Ministry of
Commerce & Industry — Saudi Arabian
monetary Agency- Capital Market
Authority) issue guiding guidebooks for
combating money laundry and terrorist
financing. FATF issues an annual
documentary concerning the methods
of money laundry, and those
organizations must check it and update
their data and systems accordingly.

Methods Examples are as follows :

1. Laundry by warranted loan:
Launderer deposits funds to be
laundered in a bank of low

regulation countries, then to
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mobilize those funds, he carries
out a project in another country
that implements legislations, then
receives a loan from any bank
against an unconditional letter of
guarantee by the bank in which
funds to be laundered are
deposited, which are to be
guarantee coverage, then the loan
will be processed, while the
borrower does not pay the value
thereof; accordingly, the bank
granting the loan confiscates the
guarantee be refunding loan fund
from the guaranteeing bank.
2. Laundry by letters of credit
Letters of credit are opened to
transfer funds from one place to
another in an illegal way, e.g. opening
a letter of credit for goods that never
arrives, or bad goods worth a little
value of the value of credit; which is
usually accompanied by forfeiting
documents, invoices, bills of lading; as
the value of credit or difference
between its value and the real value of
bad goods or non-goods, constitutes

the laundered amount.
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3. Laundry by Finances &
Revenues:
The funded to be laundered are used
to purchase products of goods from
the country in which those funds are
collected; so instead of transferring
them directly via banking system to
another country, which arouses
suspicions, such goods are purchased
by the funds intended to be laundered
and delivery is done in another
country.

4. Laundry through Capital market
Money launderers authorize brokerage
companies to underwrite in new stock
companies with large amounts of money,
to be laundered in the names or ordinary
persons, previously transacted, obtaining
their details and copies of their ID’s; as
upon allocation, the brokerage company
obtains shares from the company in which
underwriting has been done, refunding
allocation surplus with checks in the names
of underwriters, while brokerage companies
deposit the surplus in their accounts under
previously obtained authorizations by
underwriters; and so money is laundered
via acquiring new shares and refunding

allocation surplus.
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5. Laundry by Insurance

Launderers procure insurances with
large amounts of money, and obtaining
them after a short period of time by
purchasing an insurance policy and
paying. After a while, Insurance
document is cancelled, obtaining the
amount after deducting insurance
expenses by a check withdrawn at the
account of the insurance company.

6. Associating False Companies

Such companies have no trading
objective, their sole objective is
laundering funds made of illegal or
non-regulatory sources, as laundry
process is done through the launderers
agreement to associate companies as
foreign investors, signing contracts for
factories construction and partnership
with others; as the false company
owns the bigger share, which is
originally funds intended to be
laundered.

7. Laundry by lllusive Judicial

Disputes
E.g. money launderers associate two

companies in two different countries,

one of which has no anti-money
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laundry laws, while the other has laws.
Then, funds to be laundered are
deposited un the account of the
company in the first country, while the
company in the other country sue the
company in the first country within a
legal dispute between them, which
ends by either ways; which is for
example, Judging in favor of the
second company, as the company in
the first country pays the judged
amount to the second company.
8. Laundry by Constructing
Interface Projects :
Money launderers purchase trading
companies or using false companies
with no legal papers, but they have
actual entity in reality, those
companies are used for liquidating, and
merging funds intended to be
laundered; as focus is put on the
companies with high sales volumes.
9. Laundry in Large Supplies &
Contracts :
Money launderers enter into the
frequent tenders of large supplies &
contracts, as the launderer obtains a
direct supply contract or a subcontract,

under which he applies to a bank for
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having a maximum finance of 20 %
of the contract value against a cash
insurance guarantee, using the bank
finance in a limited way, while
depending on the funds intended to be
laundered, for purchasing the goods
required in the supply process.
10. Laundry though Festivals &
Tourist Celebration
These activities are exploited by money
launderers, financing their expenses in
cash by the funds intended to be
laundered, as launderers obtain a large
percentage of their revenues,
especially the rights of sponsorship,
privileges and advertisements; and
theses funds are legally deposited in
the banking sector.
11. Non-licensed Charitable
Societies & Organizations
Collecting donations in favor of non-
licensed charitable societies &
organizations or through the accounts
of charitable organizations chairmen or
directors to mange those funds in
order to finance terrorist acts. To
comply with Anti-Money Laundry Law,
all financial and non-financial

organizations must :
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Providing Efficient Internal

Control System:

- All financial and non-financial
organizations must design and
develop internal control systems
for combating money laundry
transactions and terrorist
financing, considering the
following:

- The policies of financial and non-
financial organizations related to
combating money laundry
transactions and terrorist
financing, must include self
assessment procedures, assuring
the compliance with such policies

and procedures.

- Internal auditors of financial and non-
financial organizations must enlist
the report of compliance with
money laundry & terrorist financing
policies within inspection and audit
programs carried out by them.

Financial and non-financial
organizations must set indicators
for the suspicion of money laundry

& terrorist financing transactions,

updating them continuously.
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Applyving "Know Your Customer"
Standard :

- Having correct relevant policies and
procedures constitutes an
important factor to guarantee an
efficient risk management in
financial and non-financial
organizations.

- The policies and the procedures of
combating money laundry and
terrorist financing, must assert
“Know your Customer Standard”
and prepare customer profile
summary.

- Financial and non-financial
organizations have to develop a
system for the internal reports of
transactions, which can facilitate
suspicious activities detection.

- Financial and non-financial
organizations have to use a
specialized automatic program,
capable of preparing customer
profile automatically, and
indicating abnormal patterns that
imply transactions or trends, which
might be indicative of criminal acts

possibility.
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- Internal auditing unit and other
control departments in financial
and non-financial organizations
have to ensure their employees
compliance with the policies and
the procedures intending to
combat money-laundry and

terrorist financing.

- Customer account data, as minimum,
must be verified (e.g. name,
address, signature and contact
phones, occupation data.. etc) to
assure the data recorded in the
systems of Financial and non-

financial organizations.

- If the financial and non-financial
organizations have reasons to
suspect the credibility of any data
submitted by customer, those
organizations must use all possible

methods to verify such data, such

as calling home or business phone.
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- Financial organizations have to
request customer to submit data
about his accounts at other local
financial organizations, which must
be followed up and verified in case

of suspicion indicator availability.

Indicators :
Suspicious Transaction Examples :

Money Laundry & Terrorist

Financing Using Cash

Transactions:

- Unusually frequent cash deposits
done by a person or a company
without using other payment
methods.

- Tangible increase in individual cash
deposits or an activity without
clear reason, especially if the
deposits were transferred shortly
after that, from the account to an
unknown destination in relation to
the customer.

- Companies accounts embodied in
cash withdrawals and deposits,
instead of other methods of
transactions, e.g. using checks,

guarantee letters, and letters of
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credit.. etc.
Customers who continuously do cash
deposits to cover cash remittances

or banking withdrawals.

- Customers who exchange large
amounts of money of little value
with money amounts of higher
value.

. Deposit transactions of unknown
sources.

Money Laundry & Terrorist

Financing Using Banking

Transactions:

- Customers who desire to keep a number
of their accounts in their names or by
delegation inappropriately with their
activities.

- Customers who have several accounts,
feeding them separately, so that their
total accounts may represent a large
amount.

- Any company (or individuals) whose
accounts reveal no personal banking
transactions or business activities, but
only used for receiving or paying large
amounts with no clear purpose or
connection to the account holder, e.g.
the accounts with high rate of
circulation without any connection to

the customer activity.
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- Delay in providing necessary data
upon account opening, providing
minimal or false data; or upon
applying for account, the customer
provides data that are hardly

verified by the bank.

The customer who has accounts at
several financial organizations in
the same region with no
justification.

- The withdrawn amounts are typically

the same as the deposited

amounts within close periods.

- Payment by checks, large amounts
by third party, endorsed in favor of
the customer, without clarifying
the nature of relation.

- Large cash withdrawals from
stagnant or inactive account or an
account receiving large overseas
remittances.

- Companies representatives avoidance of
direct contact with branch.

- Deposit by several persons to one
account without clear reason.

- Having several persons authorized for
signature concerning one account,
while those persons have no relation to

one another.
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Money Laundry & Terrorist

Financing Using Investment

Related Transactions:

- Purchasing financial securities
inappropriate to customer income.

- Large or unusual financial securities
in cash.

- Purchasing & Selling financial
securities without a clear purpose
or in inappropriate or unusual
times.

- Customer's taking unusual interest in
complying with the requirements
of combating money laundry &
terrorist financing, especially those
related to his identity and
business.

- Customer's desire to participate in
legally and economically unobvious
deals, or deals incompatible with

applicable investment strategy.

- Customer's non-interest in risk,

commissions or other expenses.

- Customer's performance of
transactions on behalf unknown
(person/persons) caring not to
provide information about
him/them.
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- Not providing clear description of

customer business nature.

- Customer's processing of several

telegram remittances to his
investment account, followed by a
direct request to transfer the
amount to a third party, without

clarifying relevant reason.

- Customer's performance of long term

investment followed shortly by an
investment liquidation request and
transferring proceeds from the
account.

Customer's attempt to change or
cancel a deal, after being informed
of data audit or record saving

requirements.

Customer's processing of several
telegram remittances that are
hardly explained despite the low

value of securities deals.

- Continuous change of customer

income sources.
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Money Laundry & Terrorist

Financing Through Overseas

Activities:

- Customer's performance of
transactions from a country known
to be dealing, trading, planting or
producing narcotics or having
political disorders.

- Using Letters of credits and other
commercial conversion methods to
mobilize funds among countries,
where commercial activity is
incompatible with customer's usual
activity.

- Customers who collect large credits,
which may not be compatible their
business circulation rate, then
processing transfers to overseas
accounts.

- Frequent requests of travelers'
checks or overseas withdrawals or
any transferable instruments within

close periods.

- Paying off checks or foreign cash
withdrawals, especially if issued

overseas, within close periods.
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Money Laundry & Terrorist

Financing Using Insurance

Activity:

The delay or the hesitation of the
insurance party to provide
information to allow finalizing
customer verification.

- The Insurance party's identification
by an agent /broker working in a
market of no or low regulation.

- The insurance party's unexpected
pre-payment of insurance
installment.

The insurance party's request to
purchase a large portion of a
contract with a lump sum, while
the party usually provides small
and regular payments.

- The insurance party's transfer the
benefit of any product to a third
party having no apparent
connection thereto.

- The insurance party's substitution of
the beneficiary with a third party
having no apparent connection
thereto.

- The insurance party's termination of a
product in an early phase, while loss

occurs and refund check is directed to

a third party.
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Money Laundry & Terrorist

Financing Using Trading

Transactions:

- Customers payment of large
amounts in cash and requesting
goods delivery abroad.

- Cash transactions of Large amounts
without knowing their source and
customer business nature.

- Dealing with an institution having no
capability to provide banking
credits and documents or other
banking transactions like

profitability for partnership.

- Commercial transaction with
temporarily resident individuals
with large amounts for a short
period, without clarifying the
source of such amounts.

- Customer non-submission of
commercial register that indicates
his commercial activity.

- Dealing with an institution in a
country known to be dealing,
trading, planting or producing
narcotics or having political
disorders; or countries not applying

anti-money laundry procedures.
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- Customer's purchase of commaodities
in cash from the institution and
selling them at a lower price under
financial instruments without
clarifying the commercial purpose
of this transaction.

- Customers selling a commodity to an
institution at a price lower than market
value or purchasing at prices higher
than their actual values.

- Institution dealing with a customer
that is apparently financially
inappropriate, without having

information about him

Taking Necessary Professional

Care :

All financial and non-financial
organizations must take necessary
professional care, keeping in their
records the necessary documents of
their customers identity, business
nature, and regularity; besides the
documentation of performed
transactions.

Necessary professional care must
be taken in all organizations upon:
1. Making a business relation.

2. Availability of reasons to suspect

money laundry or terrorist
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financing.
3. Doubting any information submitted
by customers and such information

insufficiency

Minimum Necessary Professional
Care to be taken involves the

following :

1. Verifying customer's identity.

2. Verifying the identity of partners
and authorized persons and their
powers.

3. Verifying the purpose and the
nature of customer's activity.

Employee Training & Qualification

Financial and non-financial
organizations must prepare continuous
training programs for specialized
employees to inform them of money
laundry transactions updates;
developing their efficiency in
identifying such transactions and their
patterns and the way of facing them;

that is by performing Preparation,
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qualification and training programs of
anti-money laundry at the specialized
institutes locally and abroad; provided
such training programs include:
A. Conventions, laws and
regulations related to anti-
money laundry.

B. Controlling authority policies
and regulations of anti-money
laundry.

C. The updates of money laundry
transactions and other
suspicious transactions and
how to identify and face them
and their systems.

D. Employee criminal & civil
responsibility as per relative
regulations, bylaws and

instructions.

Records Saving:

Financial and non-financial
organizations have to keep records for
a minimum period of ten years since
transaction end or account closing..
pursuant to anti-money laundry law,
considering the following:

1.Financial and non-financial

organizations have to keep copies of
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customers identities and copies of
performed transactions.

2.Financial and non-financial
organizations have to keep a record
including all performed transactions
details , to be able to answer any
gueries requested by Financial
Intelligence Unit or Judicial Authority,
within the specified period.

3. When Financial and non-financial
organizations are requested, under this
law, to provide a copy of these records
or documents prior to the end of
saving period, they have to keep
original records or documents until the
end of request matter or keeping their
delivery statement.

Penalties

Anti-money laundry law includes in
articles (16,17,18,19,20) penalties to
money launderers up to 15 years
imprisonment, a seven million financial
penalty and confiscating crime funds or
stuff.

Reporting Mechanism of

Suspicious Transactions To Fl1U:

Upon having enough evidence and
indication of complicated or unusual

transaction, suspected to be related to
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money laundry or terrorist financing or

terrorist organizations; financial and

non-financial organizations, under anti-
money laundry law, have to take the
following procedures:

- Reporting such transactions
immediately to FIU.

- Preparing a detailed report including
all data and information about
such transactions and related
parties.

- Financial and non-financial
organizations set the indicators of
money laundry suspicions,
updating them continuously as per
the requirements of relevant
methods development and variety;
complying with controlling
authorities relative instructions.

Reporting to FIU must be according
to the approved form, provided
that the report minimally includes
the following:

A. Suspected persons names and the
details of their addresses and
phones.

B. A statement of the suspected
transaction, its parties, detection

circumstances and current status.
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C. Specifying the sum of the suspected
transaction and relevant banking
accounts.

D. Reasons of suspecting the

transactions reported.

E. Reported transactions by financial or
non-financial organizations must
consider the following :

Financial or non-financial organizations

must submit the report within ten days

from the date of reporting, provided it
includes :

- Account Statements for six months.

- Copies of the documents attached to

account opening papers.

- Indicators and justifications of
suspicion and supportive
documents.

- Non-financial organizations submit a
reporting report when requested
by the unit, within two weeks from
the request date, and the request

may include :

- Information about the reported party
- A statement of commercial or
financial transactions of the

reported entity or relevant parties.
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- Justifications and indications of aJdlall &l -",}d\} C_ab ) .,‘,}\ ?4—33 i

suspicion supported by documents. REGHEVEIVON (R -V PAEI | I
- FIU address : Adlal) cly asll Bas g o)) gis
Po box 69914 Riyadh 11557 (Vreev) ipalb )il (AN E) 1 a

Toll free number : 8001222224 (ArIYYYYYE) Al cailel)
Tel : 014125555 (+)E)Yooo0)  Caigl

Fax : 014127616 - 014127615 (CYEYYVINT) a8 ) Sl
(~ \EARA AN o)

L e Al il pally (paia

FIU prepared the following forms for
financial and non-financial

organizations :

33

PDF created with pdfFactory trial version www.softwarelabs.com



http://www.softwarelabs.com

LA o A e Ll cp §Y
AVEY [ ] U [+ e e oo £
?Y.. [ ]38

B A o Slaglea

Ataial 30 5 ee Adlall by padl) Bas g uda Balaw
A1) dss pay J) gaY) S AadlSa Ban g i ) Al

A gy L Al & JaYl Jal ¢ Lga asifia dglee (e Lie Dy oBlel () s

+ 48l o)

-~

PDF created with pdfFactory trial version www.softwarelabs.com


http://www.softwarelabs.com

Ref:

Date:
[Reporting Suspicious Transaction| Cor.:

Attachments:

Reporting Authority Information
Inancia Bank Name
Org.
Reporter
Coﬁpt)actin
Withdrawal Bank Transfer

Branch L ocal

ATM Abroad

Process ate Month Y ear
Date

Transaction

Amount Letters Transaction

Branch No. Bank

Performer
Acc.

Per for mer Nationality

Beneficiary

ID no. Nationality Country City

Branch No. Beneficiary Bank

Branch Name

H/E FIU Director in MOI
Copy to Head of Anti-Money Laundry in SAMA
Greetings;
Kindly, Find herein above our report of a suspicious transaction, kindly check and

process whatever necessary as per your convenience.

Position .
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Ref:

Date:
[Reporting Suspicious Transaction] Cor.

Attachments:

Reporting Authority Information

Accounting Office City Branch Phone

Reporter Name Phone Address

Report Content

Suspected Person / | nstitution

ID / Commercial Register

Nationality

Suspected Transaction

Transaction Amount

Report Summially . ~ .t R . .eeiverieneens Bt e e sran s e RSN

H/E FIU Director in MOI

Copy to Minister of Commerce & Industry Head of Anti-Money Laundry Unit

Fax 4093047

Greetings;

Kindly, Find herein above our report of a suspicious transaction, kindly check and process

whatever necessary as per your convenience.

Position .
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[Reporting Suspicious Transaction]

Reporting Authority Information

Shop/Est./ Co. City Branch Phone
Name
Reporter Name Phone Adress

Report Content

Suspected Person / I nstitution

1D no.

Nationality

Jewels Gold Exchange Purchase Sale
Transaction
Other  Watches

Transaction Amount

Report Summary : ............ L e Ty

H/E FIU Director in MOl
Copy toMinister of Commerce & Industry/ Head of Anti-Money Laundry Unit
Fax 4093047
Greetings;
Kindly, Find herein above our report of a suspicious transaction, kindly check and process whatever

necessary as per your convenience.
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Ref:

Date:

Cor.:
Attachments:

[Reporting Suspicious Transaction]

Reporting Authority Information

Financial Branch

(Li cerngéee)

Non- Branch

Financial
Org.

Contacting
Reporter

Report Content

Deposit Withdraw Bank Transfer

Check Branch L ocal
Cash ATM Abroad

Transaction

Y ear

Process
Date

Time

Day ‘

Date

Month

Amount

Figures

Letters

Transaction

Perfor mer
Acc.

I nvestment Acc. No.

Licensee

Name

Nationality

Performer

e

Beneficiary (Suspect)

Country City

1D No. Nationality

Branch No.

Beneficiary Bank

H/E FIU Director in MOI

Greetings,
Kindly, Find herein above our report of a suspicious transaction, kindly check and
process whatever necessary as per your convenience.

Official Seal Position
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Declaration :

Each Traveler, either leaving or coming to Saudi Arabia must declare to Saudi
customs any cash money or exchangeable financial instruments or precious metals
exceeding sixty thousand riyals or equivalent currencies, as this applies to
companies, financial and non financial organizations, gold shops, hajj & Omrah
delegations, special services companies, which transport money, postal or non-postal
parcels and shipments; preserving their rights of performing business as per the
following forms:
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Money Laundry & Terrorist Financing Through Overseas Activities

Introduction Jaaidl) \
Financial Intelligence Unit (FIU) A @l jaill sas Y
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el ol aladiay il HY) o s 5 J) 5a) Juss

Yo
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